This document describes the WRIOP port FIFO limitation that may occur on LX2160 when multiple physical ports are configured and their total bandwidth exceeds 100 Gbps. The document also presents a solution to avoid this situation.
1 Introduction

This document describes the WRIOP port FIFO limitation that may occur on LX2160 when multiple physical ports are configured and their total bandwidth exceeds 100 Gbps. The document also presents a solution to avoid this situation.

2 Context description

The Management Complex (MC) firmware configures by default two RECYCLE ports on LX2 (DPAA2) platform. These ports are not accessible and are used for virtual connections (DPNI to DPNI, DPNI to DPSW, DPNI to DPDMUX) and frame replication. RECYCLE port is a WRIOP port that is not connected to a physical MAC. It takes frames from QMAN as if they were coming on ingress path. For each RECYCLE port, MC allocates FIFO memory for INGRESS and EGRESS directions.

Each RECYCLE port is rated as a 50 Gbps physical port which means that the reserved FIFO is identical with the FIFO reserved for a 50 Gbps physical port.

The examples given below will focus on EGRESS direction.

On EGRESS side, two RECYCLE ports will consume:

\[2 \times (0x7F + 1) \times 0x100 \text{Bytes} = 0x10000 \text{ Bytes}\]

If a SERDES protocol with multiple physical interfaces that exceed 100 Gbps throughput is configured by the user, there is a high probability that there will not be sufficient FIFO memory for all the physical ports.

Two protocols selections that can trigger this situation are:

- **8-7-3**

<table>
<thead>
<tr>
<th>8</th>
<th>7</th>
</tr>
</thead>
<tbody>
<tr>
<td>UGM1 / XFI 3</td>
<td>UGM1 / XFI 4</td>
</tr>
<tr>
<td>UGM1 / XFI 5</td>
<td>UGM1 / XFI 6</td>
</tr>
<tr>
<td>UGM1 / XFI 7</td>
<td>UGM1 / XFI 8</td>
</tr>
<tr>
<td>SGML 16</td>
<td>UGM1 / XFI 13</td>
</tr>
<tr>
<td>SGML 17</td>
<td>UGM1 / XFI 14</td>
</tr>
</tbody>
</table>

- **18-6-2**

<table>
<thead>
<tr>
<th>18</th>
<th>6</th>
</tr>
</thead>
<tbody>
<tr>
<td>UGM1 / XFI 3</td>
<td>UGM1 / XFI 4</td>
</tr>
<tr>
<td>UGM1 / XFI 5</td>
<td>UGM1 / XFI 6</td>
</tr>
<tr>
<td>UGM1 / XFI 7</td>
<td>UGM1 / XFI 8</td>
</tr>
<tr>
<td>SGML 16</td>
<td>UGM1 / XFI 13</td>
</tr>
<tr>
<td>SGML 17</td>
<td>UGM1 / XFI 14</td>
</tr>
</tbody>
</table>

**Note:** SERDES 3 is not listed, as only SERDES 1 and 2 are used for networking.

If SERDES protocol **18-6-2** is chosen, there will not be enough FIFO memory for all the 14 physical ports from the configuration:

- 8 × 10 Gbps ports
- 2 × 25 Gbps ports
- 4 × 1 Gbps port

The FIFO consumption on egress side equals to:

\[(0x3F + 1) \times 8 \times 0x100 + (0x3F + 1) \times 2 \times 0x100 + (0x2F + 1) \times 4 \times 0x100 = 0x34000 \text{ Byte}\]

This value is added to the RECYCLE ports FIFO on EGRESS and the final result equals to 0x44000 Bytes.

The output exceeds the total available FIFO on EGRESS direction which is 0x42000 Bytes (270336 decimal) for LX2. For the value provided, see LX2 DPAA2 Reference Manual.
3 Manifestation of the limitation

The outcome of the FIFO consumption is that the last remaining ports (starting from the 13th in the current example) that will be configured, will not function properly: TX packets are discarded due to physical errors and RX side will not work (it is very likely that FIFO will be consumed on this direction as well).

Other symptoms of the issue are the messages that will appear in the MC console:

```
cat /dev/dpaa2_mc_console
```

```
[W] [PFS   ] val=0x0000003f got=0x00000001
[W] [PFS   ] val=0x00000037 got=0x00000001
[W] [PFS   ] val=0x0000003f got=0x00000001
```

The keyword that points to the limitation in the above snippet is Port FIFO Size (PFS).

According to the Reference Manual:

- The total sum of ports’ FIFOs must not exceed the total FIFO size available. The FIFO size is device specific. Check Device specific features.

A write to the FIFO size register that would exceed the total FIFO size is ignored. This explains the prints from the MC console.

4 How to avoid the overflow

User must ensure that a firmware version greater or equal to 10.33.0 is loaded on the LX2 platform. The MC version can be checked either in the UBOOT console when MC starts or in Linux:

```
restool -m
```

Besides the MC firmware, the Data Path Configuration (DPC) file, which is loaded by the MC at startup, should contain explicitly at least one of the RECYCLE ports:

```
 [...] 
board_info {
  /* Insert @recycle_ports node together with the 2 recycle ports. 
     In this case both are needed to reduce the FIFO such that 14 ports 
     will be available */
  recycle_ports {
    recycle@2 {
      max_rate = "10G";
    },
    recycle@1 {
      max_rate = "10G";
    },
  },
  ports {
    /* the usual MACs are here */
    [..]
  }
```

The `max_rate` parameter determines the FIFO consumption for each RECYCLE port. In the current example, each RECYCLE will be rated as a 10 Gbps physical port and the FIFO consumed by both of them will be equal to:

\[(0x3F + 1) * 2 * 0x100 = 0x8000 \text{ Bytes}\]

If the above value is added to the FIFO consumed by the 14 ports (0x34000 Bytes), the total FIFO used will be equal to 0x3C000 Bytes which is less than the FIFO available on egress direction 0x42000 Bytes (270336 decimal).

In this way, the 14 physical ports selected by SERDES 18-6-2 protocol combination, will work properly.

## 5 FIFO distribution based on physical ports speeds

Table 1 lists the values written in FIFO size register for each WRIOP physical port depending on its speed selected by the SERDES protocol.

<table>
<thead>
<tr>
<th>Port rate</th>
<th>Ingress side FIFO size</th>
<th>Egress side FIFO size</th>
</tr>
</thead>
<tbody>
<tr>
<td>1 G</td>
<td>0x2F</td>
<td>1 G</td>
</tr>
<tr>
<td>2.5 G</td>
<td>0x2F</td>
<td>2.5 G</td>
</tr>
<tr>
<td>5 G</td>
<td>0x33</td>
<td>5 G</td>
</tr>
<tr>
<td>10 G</td>
<td>0x37</td>
<td>10 G</td>
</tr>
<tr>
<td>20 G</td>
<td>0x3F</td>
<td>20 G</td>
</tr>
<tr>
<td>25 G</td>
<td>0x3F</td>
<td>25 G</td>
</tr>
<tr>
<td>40 G</td>
<td>0x7F</td>
<td>40 G</td>
</tr>
<tr>
<td>50 G</td>
<td>0x7F</td>
<td>50 G</td>
</tr>
<tr>
<td>100 G</td>
<td>0xFF</td>
<td>100 G</td>
</tr>
</tbody>
</table>

## 6 RECYCLE ports speed change impact

RECYCLE ports are WRIOP internal ports not directly accessible that are used in several situations:

- DPNI to DPNI connection
- DPNI to DPSW connection
- DPNI to DPDMUX connection
- Frame replication

If the setup configured by the user does not contain only physical ports, changing the speed of RECYCLE ports will impact all the above use cases. The impact will be observed at performance level. For example, if the RECYCLE port speed is set at 10 G, then all the connections that go through RECYCLE will be limited to maximum 10 Gbps.
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